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New Delhi: Mondelez Inter-
national, the maker of Cad-
bury and Oreo cookies, has
agreed to pay $13 million in ci-
vil penalties to US markets re-
gulator the Securities and Ex-
change Commission (SEC) to
settle charges of violating the
internal controls and books-
and-records provisions of the
Foreign Corrupt Practices

Act (FCPA) in India.
The SEC said that Monde-

lez’s subsidiary here, Cadbu-
ry India (now known as Mon-
delez India Foods), had made
payments to a consultant,
who had allegedly bribed go-
vernment officials and poli-
ticians to get licenses for its
factory in Baddi, Himachal
Pradesh. It was alleged that
the licences helped Cadbury
claim a tax exemption of aro-

denying the charges. As part
of the settlement, Mondelz
International Inc has agreed
to pay a civil penalty of $13
million to resolve the investi-
gation,” a Mondelez India
spokesperson told TOI.

Also , the Indian Central
Excise Authority has asked
Mondelez around Rs 700-800
crore in unpaid excise duti-
es, penalties and interest as
of September 30, 2016.

its name to Mondelz after spin-
ning off its North American
grocery business. The compa-
ny acquired the Baddi plant,
when it bought Cadbury.

“Mondelz International
and Cadbury Limited are ple-
ased to have reached an agre-
ement with the SEC to settle
charges related to internal
controls and books-and-re-
cords provisions of the
FCPA, without admitting or

und $90 million (around Rs
600 crore). A statement from
the SEC said Cadbury India
paid the consultant around
$90,666 (after withholding

tax). After each payment, the
agent withdrew the funds in
cash from his bank account.

Kraft Foods bought UK-ba-
sed Cadbury in 2010 for about
$19 billion and in 2012 changed

Mondelez to settle India FCPA violation charges
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Mumbai: Markets regulator
Sebi wants the National Stock
Exchange (NSE) to fix responsi-
bility for the systems breach on
its trading servers that had hap-
pened for 18 months starting
December 2012. Sebi wants the
bourse to name those who were
responsible for this breach that
led to substantial illegal profits
for a select few brokers. The re-
gulator also wants NSE to dis-
gorge all the ill-gotten profits of
those brokers and take appro-
priate remedial actions, sour-
ces said.

In its IPO prospectus filed
last week, NSE disclosed that a
system audit by a consulting
firm (Deloitte) had found that
its trading system was compro-
mised that had allowed certain
brokers to get preferential tre-
atment over all others. It also fo-
und that some of the bourse’s
employees had helped these
brokers gain preferential ac-
cess to NSE’s trading system.
After initial reluctance by the
bourse, the audit was conduc-
ted on orders from Sebi. On De-
cember 23, NSE had sent the au-
dit report to the regulator.

“We are not satisfied with
the response given by NSE. We
are going to ask them to fix re-

sponsibility for the breach of sy-
stem,” said a regulatory offici-
al. “We want to see them fixing
responsibility on individuals,”
the official said. The regulator
also wants that the illegal bene-
fits that accrued to the brokers
involved in the breach taken
back, and also action is initia-
ted against those entities. Earli-
er, Sebi had ordered NSE to de-
posit the revenue generated
from its server co-location faci-
lity, where the breach had taken
place, in a separate bank acco-
unt. NSE has already set aside
nearly Rs 146 crore for this.

The systems breach had
started when Ravi Narain, cur-
rently vice chairman of NSE,
was its managing director (MD)
and ended in May 2014, when

Chitra Ramkrishna had alrea-
dy taken over from Narain as
the bourse’s MD. Last month
Ramkrishna resigned from the
bourse for personal reasons.

NSE declined to disclose the
names of its employees who we-
re named in the Deloitte report.
Under Sebi rules, a company
going public is not authorised
to communicate anything that
is not in the IPO prospectus.

In its draft IPO prospectus,
NSE admitted that its system
was prone to manipulation and
the audit had found “trends for
certain periods where a few
stock brokers appear to be the
first to connect to specific ser-
vers significantly more often
than others”. 

The forensic audit by Deloit-
te (not named in the prospec-
tus) had found that between De-
cember 10, 2012 and May 30, 2014,
market data was disseminated
in a manner that allowed the
broker who connected first to
the server to receive market da-
ta before the broker who con-
nected later. In high-frequency
trading (HFT) environment
where data is analysed and tra-
des executed by high-speed
computers in microseconds,
this is an advantage for which
brokers would be ready to pay
substantial amount of money.

Fix responsibility for
system breach: Sebi
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Breach Of NSE Trading System: Regulator Wants
Disgorgement Of Illegal Gains Made By Brokers

The systems breach had
started when Ravi
Narain, currently VC
of NSE was its MD and
stopped in May ’14

TO PAY $13M

Bengaluru: Mumbai-
based logistics solutions
company Leap India has
raised $13 million (Rs 88
crore) in series B fund-
ing from its existing in-
vestors Mayfield, Rish-
abh Mariwala, who man-
ages Sharp Ventures, the
family office of Marico
founder Harsh Mariwa-
la, and new investors In-
diaNivesh Growth
Fund, Sixth Sense and
TCI Ventures. Leap pre-
viously raised $23 mil-
lion through a combina-
tion of debt and equity.

Leap, which counts
Carlsberg and Pernod
Ricard as customers,
provides packaging so-
lutions like wooden pal-
lets and foldable large
containers on a rent for
storing and moving
products across the sup-
ply chain. TNN

Logistics co
Leap raises
$13 million


